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* * * * First Change * * * *
[bookmark: _Toc37790924][bookmark: _Toc42003873][bookmark: _Toc50584183][bookmark: _Toc50584527][bookmark: _Toc57673370][bookmark: _Toc137820931][bookmark: _Toc137821021]5.2.7	Subscription service
[bookmark: _Toc37790925][bookmark: _Toc42003874][bookmark: _Toc50584184][bookmark: _Toc50584528][bookmark: _Toc57673371][bookmark: _Toc137820932]5.2.7.1	General
[bookmark: _Toc37790926][bookmark: _Toc42003875]This clause specifies the requirements for a subscription service.
[bookmark: _Toc50584185][bookmark: _Toc50584529][bookmark: _Toc57673372][bookmark: _Toc137820933]5.2.7.2	Requirements
[AR-5.2.7.2-a]	The application layer architecture shall provide subscription and notification mechanisms enabling an EEC to receive changes in dynamic information of EASs from an EES.
[AR-5.2.7.2-b]	The application layer architecture shall provide subscription and notification mechanisms enabling an EEC to receive changes in availability of EASs from an EES.
[AR-5.2.7.2-c]	The application layer architecture shall provide subscription and notification mechanisms enabling an EEC to receive changes in EES's information and availability status (e.g. EES endpoint change or EES is about to become unavailable due to overload, maintenance window, etc.) from an ECS. 
[AR-5.2.7.2-d]	The application layer architecture shall provide subscription and notification mechanisms enabling an EAS to receive information about relevant changes in AC(s) information of a UE.
[AR-5.2.7.2-e]	The application layer architecture shall provide subscription and notification mechanisms enabling an EAS to receive information about relevant reports in UE location.
[AR-5.2.7.2-f]	The application layer architecture shall provide subscription and notification mechanisms enabling to receive changes in service continuity.
* * * * Next Change * * * *
[bookmark: _Toc37790939][bookmark: _Toc42003888][bookmark: _Toc50584201][bookmark: _Toc50584545][bookmark: _Toc57673388][bookmark: _Toc137820946]6	Application layer architecture
[bookmark: _Toc37790940][bookmark: _Toc42003889][bookmark: _Toc50584202][bookmark: _Toc50584546][bookmark: _Toc57673389][bookmark: _Toc137820947]6.1	General
This clause provides the overall architecture description:
-	Clause 6.2 describes the functional architecture and corresponding to the functional architecture considerations to support roaming and federation scenarios as well as interactions with cloud services;
-	Clause 6.3 describes the functional entities;
-	Clause 6.4 describes the service-based interfaces;
-	Clause 6.5 describes the reference points;
-	Clause 6.6 describes the cardinality of functional entities and reference points; and
-	Clause 6.7 describes the capabilities exposed for enabling edge applications.
* * * * Next Change * * * *
[bookmark: _Toc137820993]6.6	Cardinality rules
[bookmark: _Toc37790962][bookmark: _Toc42003912][bookmark: _Toc50584225][bookmark: _Toc50584569][bookmark: _Toc57673412][bookmark: _Toc137820994]6.6.1	General
The cardinality rules are applied to the architecture specified in clause 6.2. The cardinality rules are classified as functional entity cardinality and reference point cardinality. The functional entity cardinality specifies the multiplicity of the functional entity that can exist as per the architecture. The reference point cardinality specifies the multiplicity of source and target functional entities that can exist in a relationship defined by the reference point in the architecture.
NOTE:	The cardinality rules for the functional entities involved in EDGE-2, EDGE-7 and EDGE-8 interactions with 3GPP core network is based on the interactions between the AF and 3GPP Core Network entities as specified in 3GPP TS 23.501 [2] and 3GPP TS 23.682 [17].
[bookmark: _Toc37790963][bookmark: _Toc42003913][bookmark: _Toc50584226][bookmark: _Toc50584570][bookmark: _Toc57673413][bookmark: _Toc137820995]6.6.2	Functional Entity Cardinality
[bookmark: _Toc50584227][bookmark: _Toc50584571][bookmark: _Toc57673414][bookmark: _Toc137820996][bookmark: _Toc37790964][bookmark: _Toc42003914]6.6.2.1	General
[bookmark: _Toc50584228][bookmark: _Toc50584572][bookmark: _Toc57673415][bookmark: _Toc137820997]6.6.2.2	AC
The following cardinality rules apply for ACs:
a)	one or more ACs may be located in a UE.
[bookmark: _Toc37790965][bookmark: _Toc42003915][bookmark: _Toc50584229][bookmark: _Toc50584573][bookmark: _Toc57673416][bookmark: _Toc137820998]6.6.2.3	EEC
The following cardinality rules apply for EECs:
a)	One or more EEC(s) may be located in a UE.
[bookmark: _Toc37790966][bookmark: _Toc42003916][bookmark: _Toc50584230][bookmark: _Toc50584574][bookmark: _Toc57673417][bookmark: _Toc137820999]6.6.2.4	ECS
The following cardinality rules apply for ECSs:
a)	One or more ECS(s) may be deployed to support one EDN;
b)	One ECS may be deployed to support one or more EDN(s);
c)	One or more ECS(s) may be deployed by a PLMN operator; and
d)	One or more ECS(s) may be deployed by an ECSP.
Following cardinality rules apply to the Central Repository:
a)	One Central Repository may be deployed by an ECSP.
Following cardinality rule apply to the ECS that supports edge repository functionality and acts as an ECS-ER:
a)	One ECS-ER may be deployed by a PLMN operator; and
b)	One ECS-ER may be deployed by an ECSP.
[bookmark: _Toc37790967][bookmark: _Toc42003917][bookmark: _Toc50584231][bookmark: _Toc50584575][bookmark: _Toc57673418][bookmark: _Toc137821000]6.6.2.5	EES
The following cardinality rules apply for EES:
a)	One or more EES(s) may be located in an EDN; and
b)	One or more EES(s) may be located in an EDN per ECSP.
[bookmark: _Toc37790968][bookmark: _Toc42003918][bookmark: _Toc50584232][bookmark: _Toc50584576][bookmark: _Toc57673419][bookmark: _Toc137821001]6.6.2.6	EAS
The following cardinality rules apply for EASs:
a)	One or more EAS(s) may be located in an EDN.
NOTE:	EAS(s) belonging to the same EASID can be deployed with EES(s) of multiple ECSP(s) in an EDN.
[bookmark: _Toc137821002][bookmark: _Toc37790969][bookmark: _Toc42003919][bookmark: _Toc50584233][bookmark: _Toc50584577][bookmark: _Toc57673420]6.6.2.7	CES
The following cardinality rules apply for CES:
a)	One CES may be located in a cloud DN per ECSP.
[bookmark: _Toc137821003]6.6.2.8	CAS
The following cardinality rules apply for CASs:
a)	One or more CAS(s) may be located in a cloud DN.
[bookmark: _Toc137821004]6.6.3.9	ECI-1 (Between CAS and EES)
The following cardinality rules apply for ECI-1:
a)	One CAS may communicate with one or more EES(s) concurrently; and
b)	One EES may communicate with one or more CAS(s) concurrently.
[bookmark: _Toc137821005]6.6.3.10	ECI-2 (Between CAS and ECS)
The following cardinality rules apply for ECI-2:
a)	One CAS may communicate with one or more ECS(s) concurrently; and
b)	One ECS may communicate with one or more CAS(s) concurrently.
[bookmark: _Toc137821006]6.6.3.11	ECI-3 (Between CES and ECS)
The following cardinality rules apply for ECI-3:
a)	One CES may communicate with one or more ECS(s) concurrently; and
b)	One ECS may communicate with one or more CES(s) concurrently.
[bookmark: _Toc137821007]6.6.3.12	ECI-4 (Between CES and EES)
The following cardinality rules apply for ECI-4:
a)	One CES may communicate with one or more EES(s) concurrently; and
b)	One EES may communicate with one or more CES(s) concurrently.
[bookmark: _Toc137821008]6.6.3.13	CLOUD-1 (Between CAS and CES)
The following cardinality rules apply for CLOUD-1:
a)	One CAS may communicate with only one CES within the same cloud DN; and
b)	One CES may communicate with one or more CAS(s) concurrently.
Editor's note:	Whether CAS may communicate with more than one CES concurrently is FFS.
[bookmark: _Toc137821009]6.6.3.14	CLOUD-2 (Between CES and CES)
The following cardinality rules apply for CLOUD-2:
a)	One CES may communicate with one or more CES(s) concurrently.
[bookmark: _Toc137821010]* * * * Next Change * * * *
6.6.3	Reference Point Cardinality
[bookmark: _Toc50584234][bookmark: _Toc50584578][bookmark: _Toc57673421][bookmark: _Toc137821011][bookmark: _Toc37790970][bookmark: _Toc42003920]6.6.3.1	General
[bookmark: _Toc50584235][bookmark: _Toc50584579][bookmark: _Toc57673422][bookmark: _Toc137821012]6.6.3.2	EDGE-1 (Between EEC and EES)
The following cardinality rules apply for EDGE-1:
a)	One EEC may communicate with one or more EES(s) for one or more AC concurrently; and
b)	One EES may communicate with one or more EEC(s) concurrently.
[bookmark: _Toc37790971][bookmark: _Toc42003921][bookmark: _Toc50584236][bookmark: _Toc50584580][bookmark: _Toc57673423][bookmark: _Toc137821013]6.6.3.3	EDGE-3 (Between EAS and EES)
The following cardinality rules apply for EDGE-3:
a)	One EAS may communicate with only one EES within the same EDN; and
b)	One EES may communicate with one or more EAS(s) concurrently.
[bookmark: _Toc37790972][bookmark: _Toc42003922][bookmark: _Toc50584237][bookmark: _Toc50584581][bookmark: _Toc57673424][bookmark: _Toc137821014]6.6.3.4	EDGE-4 (Between EEC and ECS)
The following cardinality rules apply for EDGE-4:
a)	One EEC may communicate with one or more ECS(s) concurrently; and
b)	One ECS may communicate with one or more EEC(s) concurrently.
[bookmark: _Toc37790973][bookmark: _Toc42003923][bookmark: _Toc50584238][bookmark: _Toc50584582][bookmark: _Toc57673425][bookmark: _Toc137821015]6.6.3.5	EDGE-5 (Between AC and EEC)
The following cardinality rules apply for EDGE-5:
a)	One AC may communicate with only one EEC; and
b)	One EEC may communicate with one or more AC(s) concurrently.
[bookmark: _Toc37790974][bookmark: _Toc42003924][bookmark: _Toc50584239][bookmark: _Toc50584583][bookmark: _Toc57673426][bookmark: _Toc137821016]6.6.3.6	EDGE-6 (Between EES and ECS)
The following cardinality rules apply for EDGE-6:
a)	One EES may communicate with one or more ECS(s) concurrently; and
b)	One ECS may communicate with one or more EES(s) concurrently.
[bookmark: _Toc42003925][bookmark: _Toc50584240][bookmark: _Toc50584584][bookmark: _Toc57673427][bookmark: _Toc137821017]6.6.3.7	EDGE-9 (Between EES and EES)
The following cardinality rules apply for EDGE-9:
a)	One EES may communicate with one or more EES(s) concurrently.
[bookmark: _Toc128694786][bookmark: _Toc137821018]6.6.3.8	EDGE-10 (Between ECS and ECS)
Following cardinality rules apply for EDGE-10:
a)	One ECS may communicate with one or more ECS(s) concurrently.
6.6.3.9	ECI-1 (Between CAS and EES)
The following cardinality rules apply for ECI-1:
a)	One CAS may communicate with one or more EES(s) concurrently; and
b)	One EES may communicate with one or more CAS(s) concurrently.
6.6.3.10	ECI-2 (Between CAS and ECS)
The following cardinality rules apply for ECI-2:
a)	One CAS may communicate with one or more ECS(s) concurrently; and
b)	One ECS may communicate with one or more CAS(s) concurrently.
6.6.3.11	ECI-3 (Between CES and ECS)
The following cardinality rules apply for ECI-3:
a)	One CES may communicate with one or more ECS(s) concurrently; and
b)	One ECS may communicate with one or more CES(s) concurrently.
6.6.3.12	ECI-4 (Between CES and EES)
The following cardinality rules apply for ECI-4:
a)	One CES may communicate with one or more EES(s) concurrently; and
b)	One EES may communicate with one or more CES(s) concurrently.
6.6.3.13	CLOUD-1 (Between CAS and CES)
The following cardinality rules apply for CLOUD-1:
a)	One CAS may communicate with only one CES within the same cloud DN; and
b)	One CES may communicate with one or more CAS(s) concurrently.
Editor's note:	Whether CAS may communicate with more than one CES concurrently is FFS.
6.6.3.14	CLOUD-2 (Between CES and CES)
The following cardinality rules apply for CLOUD-2:
a)	One CES may communicate with one or more CES(s) concurrently.
* * * * Next Change * * * *
[bookmark: _Toc57673553][bookmark: _Toc137821166]8.5.2.2	Request-response model
Pre-conditions:
1.	The EEC has received information (e.g. URI, IP address) related to the EES;
2.	The EEC has received appropriate security credentials authorizing it to communicate with the EES as specified in clause 8.11; and
3.	The EES is configured with ECSP's policy for EAS discovery.
NOTE 1:	Details of ECSP's policy are out of scope.


Figure 8.5.2.2-1: EAS Discovery procedure
1.	The EEC sends an EAS discovery request to the EES. The EAS discovery request includes the requestor identifier [EECID] along with the security credentials and may include EAS discovery filters, EEC service continuity support, and may also include UE location to retrieve information about particular EAS(s) or a category of EASs, e.g. gaming applications, or Edge Applications Server(s) available in certain service areas, e.g. available on a UE's predicted or expected route. The request may include an EAS selection request indicator.
2.	Upon receiving the request from the EEC, the EES checks if the EEC is authorized to discover the requested EAS(s). The authorization check may apply to an individual EAS, a category of EASs or to the EDN, i.e. to all the EASs. If UE's location information is not already available, the EES obtains the UE location by utilizing the capabilities of the 3GPP core network as specified in clause 8.10.3. If EAS discovery filters are provided by the EEC, but it does not contain Application group profile, the EES identifies the EAS(s) based on the provided EAS discovery filters and the UE location. 
When the bundle EAS information is provided, then;
-	If bundle EAS information includes EAS bundle identifier, the EES identifies all or part of the EAS(s) associated with the same EAS bundle identifier.
-	If bundle EAS information includes a list of EASIDs, the EES identifies the EASs which are all or part of the EAS bundle.
If the EEC indicates that service continuity support is required, when identifying the EAS, the EES shall take the indication which ACR scenarios are supported by the AC, the EEC, the EES and the EAS and which of these are preferred by the AC into consideration. The EES may select one EAS and determine whether to perform application traffic influence for this AC based on AC's service KPI or EAS’s service KPI in desired response time, when the EAS does not perform traffic influence in advance.
	When EAS discovery filters are not provided, then:
-	if available, the EES identifies the EAS(s) based on the UE-specific service information at the EES and the UE location;
-	EES identifies the EAS(s) by applying the ECSP policy (e.g. based only on the UE location);
When EAS discovery filters contain Application group profile, the EES checks whether information about common EAS and related Application Group ID is available or not. If the common EAS information related to the Application Group ID is:
-	not available, then based on the policy if EES needs to select the common EAS, the EES identifies an EAS for the Application Group ID based on the provided EAS discovery filters such as KPIs, UE-specific service information or the ECSP policy. Furthermore, the EES stores the common EAS information and related Application Group ID. 
-	available at the EES, then the EES provides information of that EAS as result for EAS discovery. 
NOTE 2:	The EES may have previously determined and stored the common EAS for Application group ID, or the EES may have received the common EAS selection information for Application group ID during the common EAS announcement procedure. 
When the Central Repository is not available and the EES selects the common EAS, the selected common EAS shall be announced to other EES(s) as per procedure specified in clause 8.19.
When the Central Repository is available and common EAS information corresponding to the Application Group ID is not available, then the EES identifies one EAS for the group and interacts with the Central Repository to store the common EAS information. If common EAS information is already available corresponding to the Application Group ID in the repository, then the Central Repository returns the common EAS information to the EES.
Editor's Note: "It is FFS whether the EES interaction with the Central Repository (CR) occurs at EAS discovery, EAS provisioning request, or both.
NOTE 3:	Details of the UE-specific service information and how it is available at the EES is out of scope.
NOTE 4:	Both steps are evaluated prior to sending a response.
Upon receiving the request from the EEC, the EES may also collect edge load analytics from ADAES (as specified in clause 8.8.2 of TS 23.436 [28]) or performance data from OAM to find whether the EAS(s) satisfies the Expected AC service KPIs or the Minimum required AC Service KPIs.
Upon receiving the request from the EEC, if the EEC does not indicate EAS Instantiation Triggering Suppress in the EAS Discovery request, the EES may trigger the ECSP management system to instantiate the EAS that matches with EAS discovery filter IEs (e.g. ACID) as in clause 8.12.
Otherwise, upon receiving the request from the EEC, if the EEC indicates EAS Instantiation Triggering Suppress in the EAS Discovery request and the EES supports such capability, the EES determines not triggering the ECSP management system to instantiate the EAS and may determine Instantiable EAS Information for EAS(s) that are instantiable but not yet instantiated and match the EAS discovery filter IEs. Instantiable EAS Information is provided in the EAS Discovery response and includes the EASID(s) and, for each EASID, the status indicating whether the EAS is instantiated or instantiable but not yet instantiated.
If the EEC provides in the EAS discovery request the EAS selection request indicator, the EES selects EAS satisfying the EAS discovery filter or based on other information (e.g. ECSP policy) as described above (if no EAS discovery filter received), and then provides the selected EAS information to the EEC in the discovered EAS list of EAS discovery response.
NOTE 5:	Without EAS selection request indication, the EES handling is as per R17 procedure.
3.	If the processing of the request was successful, the EES sends an EAS discovery response to the EEC, which includes information about the discovered EASs and Instantiable EAS Information. For discovered EASs, this includes endpoint information. Depending on the EAS discovery filters received in the EAS discovery request, the response may include additional information regarding matched capabilities, e.g. service permissions levels, KPIs, AC locations(s) that the EASs can support, ACR scenarios supported by the EAS, etc. The EAS discovery response may contain a list of EASs and Instantiable EAS Information. This list may be based on EAS discovery filters containing a Geographical or Topological Service Area, e.g. a route, included in the EAS discovery request by the EEC. When the discovered EAS is for a certain application group, then the Application Group ID is also included in the response message. If the discovered EAS is registered to another EES, then the EES endpoint of the EES where the discovered EAS is registered is also included in the response message.
When the EES determines to trigger the EAS instantiation, then the response may indicate that the EAS instantiation is in progress so that the detailed EAS profile information will be available later. When EEC receives the EAS instantiation in progress indication, the EEC may send EAS discovery subscription request message or send EAS discovery request message later to the EES for obtaining updated EAS information.
If the EES is unable to determine the EAS information using the inputs in the EAS discovery request, UE-specific service information at the EES or the ECSP policy, the EES shall reject the EAS discovery request and respond with an appropriate failure cause.
If the EEC is not registered with the EES, and ECSP policy requires the EEC to perform EEC registration prior to EAS discovery, the EES shall include an appropriate failure cause in the EAS discovery response indicating that EEC registration is required.
If the UE location and predicted/expected UE locations, provided in the EAS discovery request, are outside the Geographical or Topological Service Area of an EAS, then the EES shall not include that EAS in the discovery response. The discovery response may include EAS(s) that cannot serve the UE at its current location if a predicted/expected UE location was provided in the EAS discovery request. 
Upon receiving the EAS discovery response, if the EEC selects an EAS which is instantiated (i.e., an EAS profile was provided), the EEC uses the endpoint information for routing of the outgoing application data traffic to EAS(s), as needed, and may provide necessary notifications to the AC(s). The EEC may use the border or overlap between EAS Geographical Service Areas for service continuity purposes. The EEC may cache the EAS information (e.g. EAS endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the response, the EEC may cache the EAS information only for the duration specified by the Lifetime IE.
Upon receiving the EAS discovery response, if the EEC selects an EAS which is instantiable but not yet instantiated (i.e. an EAS profile is not provided), the EEC sends the EAS information provisioning request indicating the selected EASID as in clause 8.15.
NOTE 6:	Within the duration specified by the Lifetime IE, the cached EAS Profile can be updated (e.g. according to notifications from the EES for changes of EAS information due to EAS status change) or the cached EAS Profile can be invalidated due to new EAS information discovery (e.g. due to UE mobility). The EEC can update or invalidate the cached EAS information (e.g. on PDU Session Release or Modification Command).
NOTE 7:	The AC can cache the EAS information (e.g. EAS endpoint) for subsequent use. In the case of the cached information needing to be updated or invalidated, the mechanisms for the EEC to notify the AC is up to implementation and is not specified in the current release of the present document.
NOTE 8:	The EEC can use the EAS information provided by the discovery procedure to perform service continuity planning, for example when ultra-low latency ACR is required.
If the EAS discovery request fails, the EEC may resend the EAS discovery request, taking into account the received failure cause. If the failure cause indicated that EEC registration is required, the EEC shall perform an EEC registration before resending the EAS discovery request.
NOTE 9:	As long as a proper EAS (e.g. considering expected AC service KPIs included in EAS discovery request) is discovered and selected by the EES, EEC of a constraint UE can stop sending EAS discovery to rest candidate EES(s), and provide the selected EAS information to AC.

* * * * Next Change * * * *
[bookmark: _Toc137821171]8.5.2.3.4	Subscription update
Figure 8.5.2.3.4-1 illustrates the EAS discovery subscription update procedure between the EEC and the EES.
Pre-conditions:
1.	The EEC has subscribed with the EES for the EAS discovery information as specified in clause 8.5.2.3.2


Figure 8.5.2.3.4-1: EAS discovery subscription update
1.	The EEC sends an EAS discovery subscription update request to the EES. The EAS discovery subscription update request includes the security credentials and the subscription identifier. It may also include EAS discovery filters, EAS dynamic information filters and/or proposed expiration time for the updated subscription. 
2.	Upon receiving the request from the EEC, the EES checks if the EEC is authorized to update the subscription information. The EES may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.10.3. If the request is authorized, the EES updated updates the stored subscription for EAS discovery.
3.	The EES sends an EAS discovery subscription update response to the EEC, which may include the expiration time, indicating when the updated subscription will automatically expire. To maintain the subscription, the EEC shall send an EAS discovery subscription update request prior to the expiration time. If an EAS discovery subscription update request is not received prior to the expiration time, the EES shall treat the EEC as implicitly unsubscribed.
* * * * Next Change * * * *
[bookmark: _Toc57673569][bookmark: _Toc137821177]8.5.3.4	EAS discovery subscription request
Table 8.5.3.4-1 describes the information elements for EAS discovery subscription request from the EEC to the EES. 
Table 8.5.3.4-1: EAS discovery subscription request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Event ID
	M
	Event ID:
- EAS availability change
- EAS dynamic information change

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Notification Target Address (NOTE)
	O
	The Notification target address (e.g. URL) where the notifications destined for the EEC should be sent to.

	EAS discovery filters
	O
	Set of characteristics to determine matching EASs (as detailed in Table 8.5.3.2-2).
Applicable for "EAS availability change" event

	EAS dynamic information filters
	O
	List of dynamic information changes (as detailed in Table 8.5.3.4-2) about EAS, the EEC is interested in.
Applicable for "EAS dynamic information change" event

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.

	Proposed expiration time
	O
	Proposed expiration time for the subscription

	EAS Instantiation Triggering Indication
	O
	Indicates to the EES that EAS instantiation triggering may be performed for the current request if needed.

	EEC Triggering request (NOTE)
	O
	Indicates that EEC Triggering is requested

	NOTE:	One of them may be included in the request message.



Editor's note: Alignment of "EAS Instantiation Triggering Indication" IE with the EAS discovery request procedure is FFS.
Table 8.5.3.4-2: EAS dynamic information filters
	Information element
	Status
	Description

	List of dynamic information filters 
	M
	List of EAS dynamic information required by the EEC per EAS.

	> EASID
	M
	Identifier of the EAS

	> ACIDs
	O
	Flag to notify change in list of ACIDs served by the EAS

	> EAS Description
	O
	Flag to notify change in description of the. EAS.

	> EAS Endpoint
	O
	Flag to notify change in EAS endpoint It may also include one or more EAS endpoints to be monitored by the EES. If no EAS endpoint is provided, all EASs registered in the EES will be monitored.

	> EAS Features
	O
	Flag to notify any change in features provided by the EAS

	> EAS Schedule
	O
	Flag to notify change in availability schedule of the EAS (e.g. time windows)

	> EAS Service Area
	O
	Flag to notify change in change in geographical service area that the EAS serves

	> EAS Service KPIs
	O
	Flag to notify change in characteristics of the EAS.

	> EAS Status
	O
	Flag to notify change in the status of the EAS (e.g. enabled, disabled, etc.) 

	> Service continuity support
	O
	Flag to notify change in EAS support for service continuity.



* * * * Next Change * * * *
[bookmark: _Toc42004005][bookmark: _Toc50584348][bookmark: _Toc50584692][bookmark: _Toc57673597][bookmark: _Toc137821202]8.6.2.2.3.4	Subscription update
Figure 8.6.2.2.3.4-1 illustrates the subscription update operation between the EAS and the EES. 
Pre-conditions:
1.	The EAS has subscribed to UE location API provided by the EES.


Figure 8.6.2.2.3.4-1: UE location API: Subscription update operation
1.	The EAS sends UE location subscription update request to the EES. The request includes the subscription identifier of the subscription to be updated. The UE location subscription update request may also include proposed expiration time for the updated subscription, updated Location granularity and Location QoS.
2.	The EES checks if the request from the EAS is authorized. If authorized, the EES updates the subscription request and may update the UE location subscription in the 3GPP Core Network.
3.	The EES may update the subscription to the UE expected behaviour analytics.
4.	The EES sends the UE location subscription update response to the EAS.

* * * * Next Change * * * *
[bookmark: _Toc37791039][bookmark: _Toc42004008][bookmark: _Toc50584350][bookmark: _Toc50584694][bookmark: _Toc57673599][bookmark: _Toc137821204]8.6.2.3	Information flows
[bookmark: _Toc137821205][bookmark: _Toc37791040][bookmark: _Toc42004009][bookmark: _Toc50584351][bookmark: _Toc50584695][bookmark: _Toc57673600]8.6.2.3.1	General
The following information flows are specified for UE location API:
-	UE location request and response; and
-	UE location subscription, notification, subscription update and unsubscribe.
[bookmark: _Toc137821206]8.6.2.3.2	UE location request
Table 8.6.2.3.2-1: UE location request
	Information element
	Status
	Description

	UE ID
	M
	Identifies the UE for which location will be reported (e.g. GPSI)

	Security credentials
	M
	Security credentials of the EAS

	Location granularity
	O
	indicates Indicates format of location e.g. GPS Coordinates, Cell ID, Tracking Area ID, or civic addresses (e.g. streets, districts, etc.) that can be understood by the EAS

	[bookmark: _Hlk62035918]Location QoS
	O
	[bookmark: OLE_LINK127][bookmark: OLE_LINK128]Indicates the location quality of service as described in clause 4.1b of 3GPP TS 23.273 [9].



* * * * Next Change * * * *
[bookmark: _Toc50584414][bookmark: _Toc50584758][bookmark: _Toc57673666][bookmark: _Toc137821285]8.6.6.2.5	Notify
Figure 8.6.6.2.5-1 illustrates the notify operation between the EES and the EAS for session with QoS event notifications. 



Figure 8.6.6.2.5-1: Session with QoS API: notify operation
1.	The EES detects a user plane event associated with the established session (i.e. it receives a Policy Authorization Notify operation from the PCC PCF or an AF Session with QoS Notify operation from the NEF as described in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3]). The EES determines to notify the session with QoS event notification information (e.g., resource allocation outcome or information that the QoS targets can no longer (or can again) be fulfilled) to the EASs which have subscribed to the session with QoS event notification.
2.	The EES sends a session with QoS event notification to the EAS. The EES includes the session with QoS event notification information of the UE.

* * * * Next Change * * * *
[bookmark: _Toc137821315]8.8	Service continuity
[bookmark: _Toc37791070][bookmark: _Toc42004058][bookmark: _Toc50584434][bookmark: _Toc50584778][bookmark: _Toc57673686][bookmark: _Toc137821316]8.8.1	General
[bookmark: _Toc137821317]8.8.1.1	High level overview 
When a UE moves to a new location, different EASs can be more suitable for serving the ACs in the UE. Such transitions can result from a non-mobility event also, requiring support from the enabling layer to maintain the continuity of the service.
This clause describes the features that support service continuity for ACs in the UE to minimize service interruption while replacing the S-EAS, with a T-EAS.
Generally, one AC on the UE has one associated application context at the S-EAS. To support service continuity, this application context is transferred from the S-EAS to a T-EAS. 
The capabilities for supporting service continuity provided at the Edge Enabler Layer may consider various application layer scenarios in which there may be involvement of AC and one or more EAS(s).
Following intra-EDN, inter-EDN, between EDN and Cloud, and LADN (overlapping LADN service areas) related scenarios are supported for service continuity:
-	UE mobility, including predictive or expected UE mobility;
-	Overload situations in S-EAS or EDN; and
-	Maintenance aspects such as graceful shutdown of an EAS.
NOTE 1:	The scenarios which require ACR for service continuity, cannot use non-overlapping LADNs.
NOTE 2:	Overload situations in S-EAS or EDN can be captured based on edge load analytics via utilizing SEAL ADAE capability (see clauses 6.7 and 8.8 of TS 23.436 [28]), which provide statistics or predictions on the expected load of S-EAS or EDN. 
NOTE 3:	The ACR between EDN and the Cloud is may be triggered if no suitable target EAS is found.
To support the need of ACR, following entity roles are identified:
-	detection entity, detecting or predicting the need of ACR;
-	decision-making entity, deciding that the ACR is required; and
-	execution entity, executing ACR.
A detection entity detects the probable need for ACR by monitoring various aspects, such as UE's location or predicted/expected UE location and indicates to the decision-making entity to determine if the ACR is required. The EEC, EES and EAS can potentially perform the detection role:
A decision-making entity determines that ACR is required and instructs the execution entity to perform ACR. The decision-making entity makes a ACR decision to start the ACR execution. In different scenarios of ACR in 8.8.2, the EEC, EAS, EES can potentially perform the decision role respectively.
An execution entity performs ACR as and when instructed by the decision-making entity. ACR execution starts with T-EAS discovery, which can be triggered by EEC, EAS and EES.
NOTE 3:	After a decision that another EAS is to serve the UE, the S-EAS can decide if the existing Application Context is transferred to the new EAS. 
The EAS may utilize the following capabilities provided by the EES for supporting service continuity at the application layer:
-	Subscribe to service continuity related events and receive corresponding notifications;
-	Discover the T-EAS; and
-	ACR from a S-EAS to a T-EAS.
The EES can utilize the following capabilities provided by the ECS for supporting service continuity at the application layer:
-	Retrieve the T-EES.
The EEC may determine if the ACR is required by detecting that the UE moved or is predicted or expected to move outside the service area (see clause 7.3.3). The service area can be provided to the EEC by either the ECS during Service Provisioning or EES during EAS Discovery. For the PDU Session of SSC mode 3, if the UE receives PDU Session Modification Command as specified in clause 4.3.5.2 of 3GPP TS 23.502 [3], the EEC may determine that the ACR is required. For IPv6 multi-homed PDU Session of SSC mode 3, the EEC may determine that ACR is required if the UE is notified of the existence and availability of a new IPv6 prefix as specified in clause 4.3.5.3 of 3GPP TS 23.502 [3].
NOTE 4:	For IPv6 multi-homed PDU Session of SSC mode 3, the EEC can be aware of the notification about the IPv6 prefix configuration due to change of PSA UPF based on the UE implementation.
After successful ACR:
-	The EES is informed of the completion by the EAS; and
-	The EEC is informed of the completion by the EES. 
In general, a number of steps are required in order to perform ACR. The potential roles of an edge enablement layer in ACR include: 
-	providing detection events;
-	selecting the T-EAS(s); and
-	supporting the transfer of the application context from the S-EAS(s) to the T-EAS(s).
If the UE is connected to the 5GC, the EES/EAS acting as AF may utilize AF traffic influence functionality from the 3GPP CN as specified in 3GPP TS 23.502 [3].
A high level overview of ACR is illustrated in Figure 8.8.1.1-1.


Figure 8.8.1.1-1: High level overview of ACR
ACR can be performed for service continuity planning, which means that the first three steps in Figure 8.8.1.1-1 detection, decision and execution, are performed as defined in clause 8.8.1.2, e.g. when the UE is predicted to move outside the service area of the serving EAS. In such a case the T-EAS is to service the UE when it moves to the expected location.
EES can handle multiple ACR requests simultaneously. When there are multiple simultaneous ACR, the ACR shall be uniquely identified by ACID, EEC ID (or UE ID), S-EAS endpoint and T-EAS endpoint.
* * * * Next Change * * * *
[bookmark: _Toc137821321]8.8.1.5	Service continuity between CAS and EAS
Service continuity between CAS and EAS can be supported with CES or without CES, corresponding to the architecture options described in clause 6.2d and 6.2c.
ACR scenarios between CAS and EAS scenarios are described in clause 8.8.2A and clause 8.8.2B.

* * * * Next Change * * * *
[bookmark: _Toc50584438][bookmark: _Toc50584782][bookmark: _Toc57673690][bookmark: _Toc137821326][bookmark: _Hlk49342085]8.8.2.3	EEC executed ACR via S-EES
In this scenario, the EEC is triggered as a result of the UE's movement as described in 8.8.1.1 or by an AC as described in clause 8.14.2.4. Figure 8.8.2.3-1 illustrates the EEC executing ACR via the S-EES.
Pre-condition:
1.	The AC at the UE already has a connection to the S-EAS; and
2.	The EEC is able to communicate with the S-EES.


Figure 8.8.2.3-1: EEC executed ACR
Phase I: ACR Detection
1.	The EEC detects that ACR may be required as described in clause 8.8.1.1. The EEC may detect that ACR may be required for an expected or predicted UE location in the future as described in clause 8.8.1.1.
Phase II: ACR Decision
2.	The EEC decides to proceed required procedures for triggering ACR. If the EEC has received information of on-going ACR, then it should not initiate an ACR with the same ACR identity uniquely identified by ACID, EEC ID (or UE ID), S-EAS endpoint and T-EAS endpoint again per clause 8.8.3.5.3.
Phase III:	ACR Execution
3.	The EEC determines the T-EES by using the provisioned information or performing service provisioning procedure per clause 8.3 of the present document. When in step 1 the ACR for service continuity planning is triggered, then the Connectivity information and UE Location in the Service Provisioning (as specified in clause 8.3) procedure contains the expected Connectivity information and expected UE Location. If the UE is within the service area of the T-EES, upon selecting T-EES the UE may need to establish a new PDU connection to the target EDN. If EEC registration configuration for the T-EES indicates that EEC registration is required, the EEC performs EEC registration with the selected T-EES as specified in clause 8.4.2.2.2. The EEC can then discover and select T-EAS by performing EAS Discovery with the T-EES per clause 8.5.2 of the present document.
If service provisioning results in no T-EES, and if ACR to CAS is supported, then the procedure for ACR with CAS applies as specified in clause 8.8.2A.3.
When in step 1 the ACR for service continuity planning is triggered, and the "General context holding time duration" is included in the replied EAS discovery response, the EEC can make ACR request before it reaches respective T-EAS service area within the time period indicated by the IE.
NOTE 1:	Several EEC registrations with different EESs may result from T-EAS discovery process during a single ACR operation. 
4a.	The EEC performs ACR launching procedure (as described in clause 8.8.3.4) to the S-EES with predicted/expected UE location or Expected AC Geographical Service Area, the ACR action indicating ACR initiation and the corresponding ACR initiation data (with the need to notify the EAS). The S-EES authorises the request from the EEC. The S-EES decides to execute ACR based on the information received from the EEC, EEC context and/or EAS profile. The S-EES may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable) and sends the ACR management notification for the "ACT start" event to the S-EAS, as described in clause 8.6.3, to initiate ACT between the S-EAS and the T-EAS. In ACT start, the S-EES includes indication of service continuity planning if the S-EES determine to monitor UE mobility. If the EEC has not subscribed to receive ACR information notifications for ACR complete events from the S-EES, the EEC subscribes for the notifications as described in clause 8.8.3.5.2.
4b.	If the ACR request in step 6 4a includes ACR parameters, e.g. Prediction expiration time, the S-EES performs ACR parameter information procedure by sending the ACR parameter information request to the T-EES as described in clause 8.8.3.9.
5.	If the T-EES is different than the S-EES and the EEC Context at the S-EES is not stale, the S-EES initiates EEC Context Push relocation with the T-EES as described in clause 8.9.2.3. Otherwise, if the T-EES is the same as the S-EES, EEC Context Push relocation is skipped.
6.	The S-EAS transfers the application context to the T-EAS at implementation specific time. This process is out of scope of the present specification.
[bookmark: _Hlk49343464]When in step 1 the ACR has been triggered for service continuity planning, if the UE does not move to the predicted location, the EEC does not connect to T-EES, the AC does not connect to the T-EAS.
NOTE 2:	The S-EAS or T-EAS can further decide to terminate the ACR, and the T-EAS can discard the application context based on information received from EEL and/or other methods (e.g. monitoring the location of the UE). It is up to the implementation of the S-EAS and T-EAS whether and how to make such a decision.
NOTE 3:	When in step 1 the ACR for service continuity planning is triggered, the S-EAS and the T-EAS can wait for the UE to move to the predicted location before they perform the Post ACR Clean up steps 7 and 8 if it is the EAS monitoring whether the UE moves to the predicted/expected location. When the S-EAS and the T-EAS do not wait for the UE (e.g., if the UE does not move to the predicted location), the S-EAS and the T-EAS can perform the Post ACR Clean up with failure messages.
NOTE 4:	If the S-EAS and T-EAS are main EASs forming proxy bundle, other EASs of the bundle may transfer the application contexts in this step. How to execute ACT is out of scope of this document.
Phase IV:	Post-ACR Clean up
7.	The S-EAS sends the ACR status update message to the S-EES as specified in clause 8.8.3.8.
8.	The T-EAS sends the ACR status update message to the T-EES as specified in clause 8.8.3.8. If the status indicates a successful ACT, and that the EEC Context relocation procedure was attempted but failed, then the T-EES indicates the failure to the T-EAS with the ACR status update response. 
NOTE 5:	If the EDGE-3 subscription initialization result indicates failure, then the EAS can perform the required EDGE-3 subscriptions at the T-EES.
NOTE 6:	Steps 7 and 8 can occur in any order.
9.	If the status in step 7 indicates a successful ACT, for non-planning case the S-EES sends the ACR information notification (ACR complete) message immediately to the EEC to confirm that the ACR has completed as specified in clause 8.8.3.5.3. For the service continuity planning case, if it isthe EES monitors the UE mobility, then only when S-EES detects the UE has moved to the predicted/expected UE location or Expected AC Geographical Service Area and the status in step 12 indicates a successful ACT, then the S-EES sends ACR information notification (ACR complete) message to the EEC indicating that UE has moved to the predicted location when the ACR type is service continuity planning. If the EEC Context relocation procedure was attempted, then the notification includes EEC context relocation status IE, indicating the result of the EEC context relocation procedure. If the EEC context relocation status indicates that the EEC context relocation was not successful, then the EEC may perform the required EDGE-1 operations such as create subscriptions at the T-EES.
* * * * Next Change * * * *
[bookmark: _Toc137821331]8.8.2.8	ACR for EAS bundle, executed by S-EAS
In this scenario, the main S-EAS executes and triggers necessary ACR for all AC-EAS service session(s) in a bundle.
This scenario description is same as described for figure 8.8.2.4-1 except for the following clarifications:
Pre-condition:
1.	The main S-EAS may depend on the receipt of ACR management events from its S-EES, e.g. "user plane path change" events or "ACR monitoring" events as described in clause 8.6.3, to detect the need for an ACR. The main S-EAS may also depend on the receipt of UE location notification from its S-EES as described in clause 8.6.2.2.3, to detect the need for an ACR. For the following procedure it is assumed that the main S-EAS has subscribed to continuously receive the respective events; and
2.	The EEC has subscribed to receive ACR information notifications for target information notification events and ACR complete events from S-EESs serving the EAS bundle, as described in clause 8.8.3.5.2.


Figure 8.8.2.8-1: S-EAS executed ACR for EAS bundle
Phase I: ACR Detection
1.	ACR is detected, the procedure is same as step 1 of clause 8.8.2.4.
Phase II: ACR Decision
2.	The main S-EAS performs ACR decision for bundled EASs.
NOTE 1:	The main S-EAS is aware of all bundle EASs service area and/or DNAIs so it can decide whether to perform ACR for the corresponding EASs.
Phase III:	ACR Execution
3.	The main S-EAS discovers from all candidate T-EAS(s) in EAS bundle. If the affinity is set to strong, then T-EASs are from the same EDN. The main S-EAS may apply AF traffic influcne influence for all bundled T-EAS(s).
NOTE:	T-EAS(s) should be within the same EDN as preferred if EAS affinity is preferred, or different EDNs if no T-EAS(s) in same EDN available, if the EAS affinity is set to weak.
4.	The procedure is same as step 4 to step 6 of clause 8.8.2.4. The main S-EAS sends selected T-EAS declaration message to the main S-EES with the selected T-EASs, the main S-EES sends selected T-EAS(s) to the EEC.
5.	The main S-EES informs associated S-EESs with bundled T-EASs. Then ACT starts between the S-EAS(s) and T-EAS(s) in a bundle requiring service continuity.
Phase IV:	Post-ACR Clean up 
6.	During post-ACR, all S-EASs and T-EASs send ACR status update to S-EES and T-EES, respectively, as described in step 8 and step 9 of clause 8.8.2.4. The EEC collects ACR complete notifications from all S-EESs and ACR for EAS bundle is completed.
* * * * Next Change * * * *
[bookmark: _Toc137821371]8.8.3.6.2.4	ACT status notification
Figure 8.8.3.6.2.4-1 illustrates the procedure for T-EES to notify the T-EAS about the status of ACT during EELManagedACR.
Pre-conditions:
1.	ACT between the S-EES and T-EES has been completed.


Figure 8.8.3.6.2.4-1: ACR procedure
1.	The T-EES sends ACT status notification to the T-EAS, notifying about the status of the ACT between the Application Context received from the S-EES.
2.	On receiving a notification about successful ACT, the T-EAS may initiate the ACR status update procedure as described in clause 8.8.3.8.

* * * * Next Change * * * *
[bookmark: _Toc137821375][bookmark: _Hlk137755703]8.8.3.10	Selected EES declaration
The selected EES declaration requestion is triggered when an ACR is performed from EAS to CAS. 
Figure 8.8.3.10-1 illustrates the interactions between the EES and the CAS for the selected EES declaration.
Pre-conditions:
1.	A serving EES is selected for the EEC and the serving EES decides to inform CAS. The serving EES is the last EES serving the EEC during the ACR from EAS to CAS.
2.	AC has requested and forwarded the UE ID as per clause 8.14.2.6 while performing ACR from EAS to CAS as described in clause 8.8.2A or the CAS knows UE ID using procedure defined in clause 8.6.5.


Figure 8.8.3.10-1: Selected EES declaration procedure
1.	The EES sends Selected EES declaration request message to the CAS. The request includes the information of the selected EES and may include ACID to indicate which AC the EES is intended for.
2.	The CAS checks whether the requesting EES is authorized to perform operation. If authorized, the CAS stores the received information.
3.	The CAS responds the request with Selected EES notification declaration response message.
The CAS, after knowing the selected EES for the UE, may subscribe to receive ACT status notifications as described in clause 8.8.3.6.2.3 for EELManagedACR, or trigger service continuity procedures towards the selected EES.
* * * * Next Change * * * *
[bookmark: _Toc57673696][bookmark: _Toc137821356]8.8.3.2	Discover T-EAS
Figure 8.8.3.2-1 illustrates the procedure for fetching T-EAS information. This procedure may be utilized by a S-EAS, which undertakes the transfer of application context information to a T-EAS directly, or can be invoked by the S-EES itself on deciding to execute ACR.
T-EAS discovery procedure also supports EAS retrieval which enables a S-EAS to obtain T-EAS(s) serving the application group so that the S-EAS can start communication with obtained EAS(s) for EAS synchronization. 
Pre-conditions:
1.	Information related to the EES is available with the S-EAS, if the procedure is triggered by the S-EAS.


Figure 8.8.3.2-1: Discover T-EAS
1.	The S-EAS sends the EAS discovery request to the S-EES or the S-EES decides to execute the ACR. The EAS discovery request from the S-EAS includes the requestor identifier [EASID] along with the security credentials and includes EAS discovery filter matching its EAS profile. If target DNAI is available at the S-EAS via User Plane Path change event, the S-EAS provides the S-EES with the target DNAI. The S-EAS also includes an EAS service continuity support indicator indicating that the S‑EAS decided ACR according to clause 8.8.2.4 is to be used for the ACR. The S-EAS includes the bundle ID and bundle type indicating the proxy bundle case to which the S-EAS belongs to. The request may include prediction expiration time.
The EAS may send EAS discovery request with EAS ID, Application Group ID and EAS synchronization support, which indicates the request to obtain EAS(s) currently serving the Application Group ID with the requested EAS ID in order to perform EAS synchronization.
NOTE 1:	The trigger condition to invoke the Discover T-EAS API is up to application service logic, which is out of scope of this specification.
2.	If the request is received from the S-EAS, the S-EES checks whether the requesting EAS is authorized to perform the discovery operation. 
If Application Group ID and EAS synchronization support in EAS characteristics are received and the ECS-ER is available, the S-EES checks with the ECS-ER with the received EAS ID and Application Group ID and obtains a list of EAS(s) supporting EAS synchronization and serving the application group for the desired application service identified by the EAS ID as described in clause 8.Y20. Step 2 to step 4 are skipped.
If the UE location is not known to the S-EES or provided by the S-EAS request, then the S-EES may interact with 3GPP core network to retrieve the UE location. If the S-EES decided to execute the ACR or when the requesting EAS is authorized, the S-EES checks if there exists a T-EAS information (registered or cached) that can satisfy the requesting EAS information, additional query filters and the Expected AC Service KPIs and the Minimum required AC Service KPIs if received from the EEC during the EAS discovery or from the S-EAS in step 1. In this case, the S-EES may collect Edge load performances from ADAES or OAM to find T-EAS(s) that satisfies the Expected AC service KPIs or the Minimum required AC Service KPIs. The S-EES may determine the use of statistics or prediction for evaluating KPIs based on the situation of the T-EAS discovery. If the S-EES finds the T-EAS(s) in the cached or registered information, the flow either continues with step 5 for the S-EAS triggered discovery or stops for the S-EES decided ACR execution, else the S-EES retrieves the T-EES address from the ECS as specified in clause 8.8.3.3 and continues with step 3.
3.	The S-EES invokes the EAS discovery request on the T-EES retrieved from the ECS. The EAS discovery request includes the requestor identifier [EESID] along with the security credentials and includes EAS discovery filter. In the EAS discovery filter, the S-EES may include prediction expiration time, the Expected AC Service KPIs and the Minimum required AC Service KPIs if received from the EEC during the EAS discovery or from the S-EAS in step 1.
	The S-EES also includes the EEC service continuity support indicator received from the EEC during EAS discovery. If in step 1 the S-EES received an EAS service continuity support indicator from the S-EAS, then the S-EES includes this EAS service continuity support indicator and its own EES service continuity support indicator indicating the ACR scenarios supported by the EES. If in step 1 the S-EES decided to execute the ACR, the S-EES includes the EAS service continuity support indicator received from the S-EAS during EAS registration and includes an EES service continuity support indicator indicating that the S‑EES executed ACR according to clause 8.8.2.5 is to be used for the ACR.
Upon receiving the request, the T-EES may trigger the ECSP management system to instantiate the T-EAS that matches with EAS discovery filter IEs (e.g. ACID) as in clause 8.12.
4.	The T-EES discovers the T-EAS(s) and responds with the discovered T-EAS information to the S-EES. To filter T-EAS(s), the T-EES utilizes the discovery filters (e.g. Expected AC Service KPIs and the Minimum required AC Service KPIs) and the indications which ACR scenarios are supported by the AC, the EEC, the T-EES and the S-EAS. If T-EES gets the Expected AC service KPIs or the Minimum required AC Service KPIs, the T-EES may collect edge load analytics from ADAES (as specified in clause 8.8.2 of TS 23.436 [28]) or performance data from OAM to find T-EAS(s) that satisfies the Expected AC service KPIs or the Minimum required AC Service KPIs. The T-EES may determine the use of statistics or prediction for evaluating KPIs based on the situation of the T-EAS discovery. The S-EES may cache the T-EAS information.
When the bundle EAS information (i.e. list of EASID) is provided and the bundle type indicating the direct bundle, and the S-EES received associated T-EES(s) along with part of EAS ID list in the step2 from the ECS, then the S-EES discover the target direct bundle EAS(s) which belongs to same EDN for all the associated S-EES(s). The request message contains direct bundle EAS(s) information (i.e. list of EASID and direct bundle type). Then the S-EES receives the direct bundle T-EAS(s) information from each associated T-EES(s). 
NOTE 2:	T-EES(s) may belongs to same EDN.
NOTE 3:	The edge load analytics from ADAES can be either statistics or predictions on the T-EAS.
Editor's note:	Whether statistical KPI values can be used for service continuity planning is FFS.
5.	If the request was received from the S-EAS, the S-EES responds to the S-EAS with the discovered T-EAS Information.
For responding S-EAS requesting EAS serving the application group, only EAS endpoint and EAS ID are included in EAS profile of Discovered EAS list.
* * * * End of Changes * * * *
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